
GDPR
SecureTowerwith the help of

compliance 



What is  
GDPR? The General Data Protection Regulation (GDPR) is a regulation in EU law 

on data protection and privacy for all individual citizens of the European 
Union (EU) and the European Economic Area (EEA). It also addresses the 
export of personal data outside the EU and EEA areas.  
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Many companies faced with the problem 
of GDPR compliance. Of course, data 
collection, processing and storage are 
spheres of different responsibility. Our 
solution helps you to comply a part of 
the requirements. However, as we know, 
there is no perfect healing pill in the 
world.  As SecureTower is a DLP system 
with integrated UBA-module, it grants 
data leakage prevention and defense 
from internal threats

Nota bene:  
Falcongaze LLC  
do not have access  
to any data  
collected  
and processed  
by SecureTower 
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5 Principles relating  

to personal data  
processing

Personal data shall be processed in a manner that ensures 
appropriate security of the personal data, including protection 
against unauthorised or unlawful processing and against 
accidental loss, destruction or damage, using appropriate 
technical or organizational measures.

SecureTower controls all popular data transmission channels. The 
Data protection officer will get the alert, if any sensible data will 
be transferred or accidentally misused. It means that data 
processing became transparent.
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Responsibility  
of the controller

Monitor and demonstrate GDPR  
compliance via technology and  
processes

The archive of alerts reflects all 
data transfers, what makes your 
way of data storage accountable
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Security  
of processing

Implement protective measures  
corresponding to the risk level of  
data processing activities

SecureTower immediately sends 
notifications to a DPO in case of 
risk for sensitive data. It allows to 
take actions for data leakage 
prevention
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Records  
of processing  
activities

For companies it is better to have an updated  
record as to its progress made over the past two  
years, showing its identification of all its risks and  
measures taking in attempts of minimizing or  
eliminating those risks

The investigation center module and visual reports 
of all information security incidents provide you 
with evidence of attempts to improve your security 
infrastructure
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Notification of 
a personal data 
breach to the 
supervisory 
authority

Companies should report breaches 
within 72 hours, or 3 days after 
having become aware of it without 
undue delay

SecureTower allows to identify 
violators immediately, block data 
transfer channel (HTTP(s)) and 
collect all necessary data for timely 
investigation
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Position of the 
data protection  
officer

a. The controller and the processor shall ensure 
that the data protection officer is involved, 
properly and in a timely manner, in all issues, 
which relate to the protection of personal data. 
b. The data protection officer shall directly report 
to the highest management level of the 
controller or the processor. 

a. Risk analysis module and Graph-analyzer grant 
timely reaction of DPO on any suspicious user 
behavior.  
b. Reports for CEOs are generating automatically. 
By choosing a format of report, DPO can protect    
a report from editing. 
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Tasks of the  
data protection  
officer (DPO)

Monitor and demonstrate GDPR 
via technology and processes

SecureTower improves DPO performance 
via automatization. It provides him with 
multiple data analysis tools, which helps 
to detect violations of personal data 
processing (text search, regular 
expressions, thesauruses, digital 
fingerprints, image recognition, speech 
recognition, etc)
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Contact us  
to order trial version  

or to join us as a partner

Texode LLC 
Tel. /Fax: +375(17)385-24-50 
Belarus, Minsk, 220114, 
Nezavisimosti ave., 117a, office 2 

contact@falcongaze.com 
sales@falcongaze.com 
support@falcongaze.com 
pr@falcongaze.com 

General information: 
Sales department: 
Technical support: 

Media contacts: 


